
Computer Science is making the news...



The Web is changing 

the way young 

people think... It’s 

hard to concentrate 

on one thing when 

you have so many. 

Theory tells us that 

the way we think is 

multi-modal, much 

like the Web it is 

many directions.



If we visualise all the information in the Web, we 

suddenly find ourselves looking at a universe...



A universe of popular and often polarising figures who 

have powerful voices... who many people ‘follow’ and ‘like’



What is the Web? 

 Do we actually study the Web in 

schools?

 Some see it as just technical 

protocols (URI, HTTP, HTML). 

 Others see it as a social network.

 Or as a network of heterogeneous 

(many different) actors.

 It is a temporarily stable 

sociotechnical phenomenon. 

 This means it can change rapidly.



The way it changes is often 

around observation of 

others. Some of this is 

invisible, such as how 

photography apps embed 

GPS data into images.



This means it is not all that difficult to find out where 

somebody lives, goes to work, school, or on holiday.



The Decentralised Web

 Why can use of the Web be 

problematic?

 Deregulated, anonymous and 

decentralised technical 

protocols play a part.

 There are no clear rules. With 

no clear governance people 

inherently form collectives 

and act for themselves.

 Psychological Nietzscheism; 

people have inherent 

darkness beneath the surface 

that require rules.   



It’s not surprising that the Web has the power to warp our 

sense of image, normality and language.



Perhaps we need to be starting 

education far earlier in a much more 

comprehensive way. Young people even 

have their own humour, a cultural 

change that is termed as memes. This is 

a huge indicator of a shift in ‘normality’



 Young people will 

take more than 

25,000 selfies in 

their lifetime. 

 The average 16-

to 25-year-old 

spends five hours 

a week taking 

them.

 Sexting is on the 

increase amongst 

young people.

 It’s becoming a 

normalised 

intimacy. 

When young people live in a 

world all about observation, it 

becomes a part of their day to 

day life. Their minds are far more 

easily led when young. 



Meme’s aside...

 60% of teenagers have 

been asked for sexual 

images of themselves. 

(NSPCC/ChildLine. 2013) 

 44% of teens say sexts 

are commonly shared by 

third parties. (CosmoGirl. 

2008) 

 25% of children as 

young as 10 years old 

engage in sexting. 

(Sheehy. 2014) 



 10% of children aged 13-14 say that they 

have received sexual messages in the past 

12 months. 

 22% of children aged 15-16 say that they 

have received sexual messages in the past 

12 months. 

 21% of children have seen sexual images 

in the past 12 months online or offline. (Net 

Children Go Mobile. O’Neill & Dinh 2014).

 Around 25% of parents use filtering. 

 70% of young people know how to bypass it 

using a Virtual Private Network (VPN). 



Young people can even use 

software, known as VPN’s, 

to go ‘around’ blocked 

websites by using someone 

else’s computer. This makes 

it difficult to monitor



Unfortunately, we have plenty of evidence that suggests what 

happens online is ‘real’ to young people, as is the case of Amanda 

Todd. Her story can be found on Youtube and Wikipedia and is 

powerful as an example of the reality of the online to young people.



We actually do not know 

most of the Web. A lot 

of it is hidden, not 

indexed by major search 

engines we use every 

day.



At the very 

bottom of all of 

this, we find the 

Dark Web, where 

criminality 

unfolds and is 

hard to stop.



These websites 

are anonymous 

because they do 

not use 

traditional ways 

of identifying 

themselves. You 

cannot just 

search for them 

in a browser. It 

requires special 

tools, that anyone 

can download. 

This invites 

misuse.







This is anonymous because 

The Onion Router (TOR) 

does not follow a straight 

path from A-B when 

searching. It ‘routes’ 

searches and queries via 

other computers using TOR. 

It is hard to trace. 







Problems on the Web come from us assuming that 

measures are in place to limit the impact of 

problems. Take this video of a popular cartoon 

‘parody’ video being mislabelled as a children’s film.



Knowledge and Power

What we need to remember is that 

young people are almost 

imprisoned in a cultural norm. 

They have to use the Web to be 

‘included’ in many things we 

would take for granted. 

Meanwhile, the Web is observed 

much like a prison by those 

stakeholders with a lot of power. 

People willingly surrender 

freedom to sign up to many 

popular websites that then 

monitor what we do. 



The problem is young people often 

know a lot more!

 Concerns of over-emphasis of programming 

in new National Curriculum.

 Huge demands on ICT professionals; 

programming is not playing with computers. 

 Complex learning = less time to teach about 

the Web. 

 This cannot be taught on old software or 

machines. Is there enough investment? 

 We need to ask questions about this... just 

what are schools teaching and when?



Learning to program 

is no joke, neither is 

the Web. Both form a 

network that is 

always evolving and 

is hard to grasp.


